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	Reason for change:
	Section 9 of TS33.501 describes security of non-SBA interfaces utilizing NDS/IP.  For most, but not all, interfaces the use of an SEG is called out: “a SEG may be used to terminate the IPsec tunnel.” We believe that similar statements advising the use of SEG for the rest of the interfaces would be appropriate. 
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	This contribution generalizes the SEG option by adding the statement to the overarching NDS/IP section.
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	Inconsistency between different non-SBA interfaces. 
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*** First Change ***
[bookmark: _Toc11239235][bookmark: _Toc11239229]9.5	Interfaces based on DIAMETER or GTP
This clause applies to all DIAMETER or GTP-based interfaces between the 5G Core and other network entities that are not part of the 5G System. These includes the Rx interface between the PCF and the IMS System and the N26 interface between the AMF and the MME.
The protection of these interfaces shall be supported according to NDS/IP as specified in TS 33.210 [3], unless security is provided by other means, e.g. physical security.  A SEG may be used to terminate the NDS/IP IPsec tunnels.
*** Second Change ***
[bookmark: _Toc11239243]9.9	Security mechanisms for non-SBA interfaces internal to the 5GC
Interfaces internal to the 5G Core can be used to transport signalling data as well as privacy sensitive material, such as user and subscription data, or other parameters, such as security keys. Therefore, confidentiality and integrity protection is required.
For the protection of the non-SBA 5GC internal interfaces, such as N4 and N9, NDS/IP shall be used as specified in [3], unless security is provided by other means, e.g. physical security.  A SEG may be used to terminate the NDS/IP IPsec tunnels.
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